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VOCABULARY

State Machine Replication | Blockchain

BFT Replicated State Machine System | Chain
State Machine | State Machine
State Transition / Transaction |Transaction
Log|Ledger
Object | Smart Contract
Batch of Transactions | Block
Replica / Learner| Full Node
Acceptor | Validator / Voter / Miner

Slot / Instance of Consensus | Height
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